
Question: 1 
   
Which two authentication methods are available in the Workspace ONE UEM console? (Choose two.) 
 
A. SAML 
B. Azure AD 
C. CAPTCHAs 
D. OAUTH 
E. Certificate Based Authentication 
 

Answer: DE     
 
Reference: 
https://docs.vmware.com/en/VMware-Workspace-ONE-Access/20.01/ ws1_access_authentication.pdf 
 

Question: 2 
   
Which Workspace ONE UEM feature can assist in sending event log information to a Security 
Information and Event Management (SIEM) tool? 
 
A. Relay Server Integration 
B. Syslog Integration 
C. File Storage Integration 
D. Certificate Authority Integration 
 

Answer: B     
 
Reference: 
https://docs.vmware.com/en/VMware-Workspace-ONE-UEM/1907/Legacy_Analytics/GUID-
AWTSYSLOGOVERVIEW.html 
 

Question: 3 
   
An administrator wants to use VMware Unified Access Gateway (UAG) appliance to enable devices to 
connect to internal resources without needing the Workspace ONE UEM SDK. 
Which method can the administrator use to deploy the UAG appliance? 
 
A. Manual install to a Linux Server 
B. PowerShell install to a Windows Server 
C. Manual install to a Windows Server 
D. PowerShell install to vSphere 
 



Answer: D     
 
Reference: 
https://docs.vmware.com/en/Unified-Access-Gateway/3.5/uag-35-deploy-config-guide.pdf 
 

Question: 4 
   
An organization has purchased a SaaS Workspace ONE solution and wants to implement these: 
• integration with back-end resources like Active Directory from Microsoft to sync users and groups 
• Kerberos authentication 
• integration with Virtual Desktops and Applications from services (Horizon 7, Horizon Cloud, or Citrix) 
• third party integration with RSA SecureID, RADIUS for authentication 
Which Workspace ONE component is required? 
 
A. VMware AirWatch Cloud Connector 
B. VMware Workspace ONE Assist 
C. VMware Workspace Unified Access Gateway 
D. VMware Workspace ONE Access Connector 
 

Answer: D     
 
Reference: 
https://docs.vmware.com/en/VMware-Workspace-ONE-Access/services/rn/VMware-Workspace- 
ONERelease-Notes---Cloud-2020.html 
 

Question: 5 
   
IT management has announced all traffic from the DMZ will be blocked unless it passes through a newly 
configured proxy, effective immediately. Administrators notice that SEGv2 is unable to contact the 
Workspace ONE API server. 
Which configuration will the administrators need to amend and apply to the SEGv2 servers? 
 
A. inbound proxy 
B. SSL offloading 
C. KCD integration 
D. outbound proxy 
 

Answer: D     
 
Reference: 
https://docs.vmware.com/en/VMware-Workspace-ONE-UEM/2001/WS1_SEGV2_Doc.pdf (21) 


